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ABSTRACT 

 Recently watermarking scheme based on 

EMD and SFFF has been proposed.  Robustness 

of watermarking schemes are compared using 

various performance parameters like bit error 

rate, normalized correlation and similarity. In 

this paper, robustness of watermarking scheme 

based on image decomposition using self-

fractional Fourier functions and bivariate 

empirical mode decomposition with cyclic error 

correcting code is being compared using bit 

error rate performance measure. Simulation 

results shows that bit error rate (%) values are 

inline with similarity parameter values with 

lower computation complexity. Hence BER (%) 

can be used as performance measure. 

 
Keywords - Empirical mode decomposition 

(EMD), Fractional Fourier transform, Self-
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I. INTRODUCTION 
Digital watermarking is used to prove the ownership 

of digital data and to prevent illegal duplication and 

distribution of multimedia data. In digital robust 

watermarking   a secret imperceptible signal is 

embedded into the original data in such a way that it 

remains present as long as the perceptible quality of 

the content is at an acceptable level [1]. Ownership 

claims are verified by extracting the watermark 

using detection algorithm and comparing the 

extracted watermark with the original watermark 

[1,2]. 

The watermarking schemes have been proposed in 

spatial domain as well as transform domains, where 

the spatial and transform coefficients of the image 

are modified either in multiplicative manner or in 

additive manner [1]-[5]. A significant number of 

robust watermarking schemes using discrete wavelet 

transform (DWT)[2,3], discrete cosine transform 

(DCT) [4], and Fast Fourier transform (FFT) [5], are 

proposed. Watermarking schemes based on 

fractional Fourier transform and the self fractional 

Fourier  functions are proposed in [8,9].  Robust and 

blind watermarking schemes using wavelets and  

 

 

empirical mode decomposition are proposed in [11-

13]. 

A dual watermarking scheme using SFFF 

decomposition combined with bivariate empirical 

mode decomposition (BiEMD) in [10]. In this 

robustness analysis and comparison of this scheme 

with other schemes using similarity performance 

measure has been presented.  

In one bit robust watermarking correlation between 

extracted and original watermark is used as 

performance measure but in case of multi bit robust 

watermarking normalized correlation, similarity and 

bit error rate etc., are used as performance measures 

[15]. Various performance measures to verify the 

extracted watermark has been proposed in [6,7].  

In this paper comparison and analysis of robustness 

of scheme proposed in [10] using bit error rate 

(BER) performance measure is presented. 

The rest of the paper is organized as follows: In 

section II the comparison of  BiEMD and SFFF 

based watermarking scheme is presented. 

Simulation results are presented in section section 

III, and the conclusions of work are given in section 

IV.  

II. COMPARISON OF WATERMARKING 

SCHEME BASED ON BER MEASURE 
In this section we compare the scheme proposed in 

[10] from the point of view of BER measure. BER 

measure of watermarking scheme using image 

decomposition with self-fractional Fourier functions 

and bivariate empirical mode decomposition, 

scheme using only SFFF alone based decomposition 

and scheme using only bivariate EMD alone based 

decomposition is computed. These schemes have 

already been compared for similarity measure in 

[10].  

Bit error rate (BER) is defined as follows,  

(%) 100
EB

BER X
TB


,  

where  TB  is the number of original watermark 

bits, and EB  is the number of  incorrect  bits in 

extracted watermark. 
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The watermarking scheme based on image 

decomposition using SFFFs and bivariate EMD 

(BiEMD) is   reproduced for convenience of readers 

and shown in Fig. 1. More details can be seen in 

reference [10].  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig.1 Block Diagram of watermarking scheme

III. SIMULATION RESULT  
In this section computer simulation   results 

performed using MATLAB, to verify the robustness 

of scheme proposed in [10], are presented. Baboon   

and Goldhill   images (Figs. 3(a) and 4(a)) with two 

sets of watermark characters, shown in Figs. 5(a) 

and 5(b) are used to verify the robustness of scheme. 

BER (%) is computed for Goldhill   image and 

WM2 watermark characters. The value of  M  is 

taken as four. 

The input watermarks are encoded by (9, 8) 

systematic cyclic error correction code. The cyclic 

encoding scheme and 9n  and  8k    is selected 

due to simplicity and convenience of 

implementation.  

Final watermarked images are shown in Figs. 3(b) 

and 4(b). Value of embedding constant is fixed to 

ensure invisibility and constant peak signal to noise 

ratio 42dB, for watermarked image.  Watermark is 

recovered by decomposing watermarked image into 

SFFF images and SFFF images into IMFs and 

residue. The recovered original watermarks are 

shown in Figs. 6(a-b).  

Simulations are also performed to compare the 

robustness of proposed SFFF and BiEMD based 

implementation of the watermarking scheme with 

only bivarite alone based implementation and only 

SFFF alone based implementation of watermarking 

scheme.  

 

 

 

 

 

 

 

 

 

 

 

 

Bit error rate (BER) (%) between extracted 

watermark and original watermark is computed. 

Total 2216 bits are added in the watermark WM2 to 

the image Gldhill to perform the experimentation. 

Results for BER(%) for Goldhill image with 

watermark WM2 with different attacks are   

presented in table I-II and Figs 16((a)-(e)). 

(a)        (b)  

Fig.2 (a) Baboon image (b) Watermarked image 

(a)       (b)  

Fig. 3 (a) Goldhill image (b) Watermarked image 
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Fig.4 Original Watermarks 
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Fig.5 Recovered watermark 
A. Robustness Analysis: Robustness analysis of 

watermarking scheme is performed by analyzing the 

extracted watermark quality after applying attacks 

on watermarked image. Simulation results for 

various image processing attacks including noise 

addition, filtering, JPEG compression, sharpening, 

blurring, rotation to test the robustness of scheme 

proposed in [10] are presented in this section.  

Baboon and Goldhill is used as cover image with 

WM1 (M, N, I, T) and WM2 (P,Q,R,S) watermark 

respectively. First attack on the image is applied by 

adding   white Gaussian noise with SNR 25dB. Fig. 

6 ((a),(c)) shows attacked images and fig. 6((b),(d)) 

shows recovered watermarks for SNR of 25 dB for  

Goldhill and Baboon image respectively. 

(a)       (b)   

(c)     (d)                                    

 Fig.6 ((a) , (c)) Attacked image ((b),(d)) Recovered   

watermark with 25dB SNR 

Salt and pepper noise: Fig. 8((a),(c))  shows 

attacked image obtained by mixing  salt & pepper 

noise with sigma 0.2 for  Goldhill and Baboon 

image respectively. Fig.8((b),(d)) shows   recovered 

watermarks. 

(a)    (b)  

(c)       (d)  

Fig.8 ((a),(c)) Attacked image ((b),(d) )Recovered   

watermark with salt and pepper noise 

JPEG compression Attack: attacked image is 

obtained by applying JPEG compression with 

quality factor Q=10  for  Goldhill and Baboon image 

respectively. Fig. 9((a),(c) ) shows attacked   image 

and Fig.9((b),(d)) shows recovered watermark. 

(a)       (b)  

(c)   (d)      

Fig.9 (a), (c) Attacked image (b),(d) Recovered   

watermark with Q=10 

 Filter attack: attacked image is obtained by 

applying median, Gaussian and wiener filtering with 

5x5 window. Fig. 10((a),(c))-12((a),(c)) represent 

attacked image and Fig. 10((b),(d)-12((b),(d)) 

represent recovered watermark. 

(a)       (b)  

(c)      (d)  

Fig.10 (a) median filter attacked  image (b) 

recovered   watermark for  5x5 window 

(a)        (b)                  

(c)      (d)   

Fig.11 (a) Gaussian filter attacked image (b) 

Recovered   watermark 

 Sharpening Attack: Attacked image is obtained by 

applying  50 % sharpening of watermarked image. 

The attacked image is shown in Fig. 13(a) and 

recovered watermark in Fig.13 (b). 
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(a)          (b)         

(c)          (d)  
Fig.13 (a) Attacked   image (b) Recovered   

watermark 

 Blurring Attack: Blur of linear motion of camera 

by 20 pixels, with an angle of 45 in a 

counterclockwise direction is applied to obtain 

attacked image. The attacked image is shown in Fig. 

14((a),(c)) and recovered watermark in 14((b),(d)). 

(a)       (b)  

(c)       (d)  
Fig.14 ((a),(c)) Attacked   image ((b),(d)) Recovered   

watermark 

 

 

Rotation Attack: Watermarked image is rotated 

between 2° to obtain attacked image. The attacked 

image is shown in Fig. 15((a),(c)) and recovered 

watermark in 15((b),(d)) for rotation 2  degrees . 

 

(a)    (b)   

(c)     (d)  

Fig.15 ((a),(c)) Attacked   image ((b),(d)) Recovered   

watermark 

 

B. Comparison of BER (%) measure and 

discussion: To compare the BER measure of 

bivariate EMD combined with SFFF decomposition 

based implementation of robust watermarking 

scheme with only SFFF decomposition based 

scheme and only bivariate EMD decomposition 

based scheme, same watermark encoded by 

systematic cyclic error correction code is embedded. 

That is the process used for embedding and 

detection is similar to [10]. Simulations are 

performed by embedding same watermark WM2 

(P,Q,R,S) having total  2216 number of bits encoded 

by (9,8) cyclic error correcting code in goldhill 

image for all three schemes mentioned above. 

Strength of embedded watermark is measured by 

peak signal to noise ratio (PSNR) of watermarked 

image, and is taken as 42 dB for applying attack on 

above three schemes. Total 2216 number of bits are 

used in embedded watermark. 

Computation results of bit error rate (BER), for 

above three mentioned schemes, under different 

attacks, are presented in table – I- II and Figure 

16((a)-(e)). 

    
(a)                             (b)       

 

Table -I 

BER for Goldhill image with (P,Q,R,S) 

watermark having total 2216 bits,   

PSNR: 42 dB 
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Table-II       

 Rotation Attack:          BER(%)   

(PSNR=42dB) 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

S.N. Attack  SFFF + BiEMD BiEMD alone SFFF  alone 

 

1 

 

JPEG 

 

 

Q=5 1.58 1.86 1.73 

Q=10 1.42 1.60 1.54 

Q=20 1.34 1.50 1.50 

Q=30 1.10 1.24 1.24 

Q=40 1.05 1.23 1.23 

Q=50 0.98 1.10 1.10 

2 Gaussian Noise SNR=10dB 2.23 2.37 2.18 

SNR=25 dB 2.03 2.13 2.14 

SNR=40 dB 1.51 182 1.62 

3 Speckle Noise SNR=10 dB 2.47 2.25 2.44 

SNR=25 dB 2.19 2.06 2.16 

SNR=40 dB 1.16 1.41 1.33 

4 Pulse & Pepper SIG=0.2 0.95 0.94 1.10 

SIG=0.5 1.50 1.26 1.58 

SIG=0.6 1.62 1.64 1.74 

5 Gaussian Filter 3x3 0.57 0.27 0.57 

5x5 0.57 0.27 0.57 

7x7 0.57 0.27 0.57 

6 Median  Filter 3X3 1.10 1.29 1.29 

5x5 1.54 1.68 1.68 

7x7 1.72 1.88 1.88 

7 Weiner  Filter 3x3 1.21 1.47 1.47 

5x5 1.59 1.74 1.74 

7x7 1.69 1.92 1.92 

8 sharpening - 1.86 1.61 1.86 

9 Bluring1(5/65) - 1.50 1.67 1.67 

Bluring1(20/45) - 1.99 2.16 2.16 

Angle -2 -1 -0.5 0.5 1 2 

SFFF+BIEMD 2.30 2.39 2.37 2.47 2.45` 2.53 

BIEMD 2.30 2.39 2.37 2.47 2.45 2.53 

SFFF 2.30 2.39 2.37 2.47 2.45 2.53 
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                      (c)                                  (d) 

 
(e) 

Fig.16 Comparison of bit error rate (BER (%)) of 

extracted watermark under (a) JPEG compression 

attack (b) Gaussian noise attack (c) speckle noise 

attack (d) salt & pepper noise (e) All attacks.   

BER (%) performance measures simulation results 

for scheme based on SFFF and BiEMD are 

following the trend of similarity parameter 

presented in [10], and proves the superior of scheme 

in comparison to other two schemes. Hence BER 

can also be used as performance measure. 

IV. CONCLUSION  
 In this paper we have presented a bit error 

rate performance measure for analysis and 

comparison of the watermarking scheme proposed 

in [10].  Simulation results show that bit error rate 

(%) values are following same trend as similarity 

parameter values, with lower computation 

complexity. Hence BER (%) can also be used as 

performance measure.  
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